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1	Decision/action requested
This contribution proposes a way forward on evaluation against MitM false base station attacks
2	References
[1]	TS 33.501 
[2]	TS 33.401
3	Rationale
The MitM false base station attack was agreed as a key issue (Key Issue #7) in the SA3 #94Adhoc, but potential security requirements for this key issue were not agreed for the last two meetings though the following text was developed as a potential security requirement:
“Proposed solutions in the present document, when applicable, shall be evaluated against the MitM attack.” 
The main commnet was that the above text is an evaluation criterion rather than a security requirement. 
Considering the fact that there is no clause that describes the common evaluation criteria for multiple solutions and it is incovinient to put Editor’s Note in every single solution regarding the evaluation against the MitM attacks, it is proposed that SA3 agree on the above evaluation criterion and agree on a way forward that all proposed solutions shall be evaluated against MitM attack.
4	Detailed proposal
It is proposed that SA3 endorse the discussion paper and agree on a way forward that all the proposed solutions shall be evaluated against MitM attack.
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